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Primary NTIRA BAM 
Requirements

• Automate BAM process. Currently  manual and 
manpower intensive 

• Relate authoritative, configuration managed, 
Battle Force information to BAM decision support

• Manage End-to-End Capability at the Battle Force 
level

• Determine impact of system(s) level program 
decisions on ETE capability(s). Show information 
flow from source to sink 

• Identify partial fielding(s) impacts to Battle Force 
ETE capability

• Provide methodology to identify actual dollars 
available to support system procurement and 
fielding

Interviews With CNO N60, CLF N66, CPF 
N63

Interviews With CNO N60, CLF N66, CPF 
N63



  

NTIRA Goals

• Support assessments by relating resource relating resource 
issues ($) to operational/tactical environmentissues ($) to operational/tactical environment
– Provide early assessment of how affordability and 

interoperability risks align with warfighter capability
– Assess impacts to mission effectiveness when adding 

or removing capabilities

• Manage, prioritize complexprioritize complex and often 
conflicting objectivesconflicting objectives
– Front end process for prioritization during detailed 

assessments, with feedback to refine models

Facilitate identification of leading indicators leading indicators 
for cost and interoperability assessmentsfor cost and interoperability assessments 

through an analytical process

Facilitate identification of leading indicators leading indicators 
for cost and interoperability assessmentsfor cost and interoperability assessments 

through an analytical process
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•SPAWAR responsible for 242 C4ISR systems 
in 12  Battle Force configurations

•Initiated PM web surveys and data mining 
routines to populate database of system 
indicators (model focused on rollover failure 
attributes)

• Implemented CM database, Equipment 
String definition processes and statistical 
services to support process

• Feedback test data to refine risk model

History and Perspective:  Joint Tools 
for Interoperability Risk 

Assessment (JTIRA)
Optimize SPAWAR Test 

Effort to Ensure Essential 
Fleet Capabilities Continue 

to Inter-Operate Across 
Y2K Date Rollover

Prioritization Model Based on Y2K System 
Attributes, Fleet Issues, Test Data, & Mission 

Capability



  

NCTAMS/TCF/Ashore Systems (SSCC)

JFK Level 2 (L2) Partial Test Connectivity 
Diagram

What if the problems found by the Navy during Y2K End-to-
End Testing (L2 and L3) were not fixed before 1 Jan 00?
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Mission/Capability 
Specific Prioritization 

for EMI Problem 
Resolution

BF EMI Impact Assessment Tool (IAT)

•Leveraged TIRA database and 
processes to relate potential EMI 
Victim systems to Equipment Strings 
to Capability

•Linked Fleet Problem database 
(STAN) to                  track and 
evaluate EMI Anomalies for a given 
Battle Force

Prioritization Model Based on RF System 
EMI Attributes, Fleet Anomalies, & Mission 

Capability

•Mapped to DoN CIO DIAD Operational Activities to 
prioritize impact based on Fleet Utilization

•Output is a ranking of CAPS & LIMS for EMI Victim 
Systems



  

SPAWAR M&S/V&V Process
Optimize SPAWAR 
M&S/V&V Process 

using TIRA 
Methodology as a 

Pre-Processor •PMW 158 Proof of Concept 

•used Critical Operational 
Issues to derive a test plan

•Risk Assessment Tool mapped 
COI to Equipment Strings and 
IERs (DIAD)

https://vassnt.nosc.mil/web/m_and_s/process/M&S_Main.htm

Prioritization Model Based on Network 
Utilization, Network Capacity, & Mission 

Capability

•Risk Model based on Equipment String 
attributes (Capacity) and the Information 
Exchanges required of them (Utilization)

•Output is prioritized test plan for M&S/V&V



  

Technical Architecture Profile (TAP) 
& Technical View Data Base (TVDB)

    Gap Analysis of System Functions, 
Interfaces, Interface Protocols, 
Application Protocols, and Data 

Standards for FBE-India

Gap Analysis Based on Architecture 
System, Operational, & Technical Data

Data Harvesting Tool 
(MCPs, CEDs, OSDs for FBE-

India)

Gap Analysis Metrics



  

JTIRA vs. NTIRA Summary
• Same process of analysis; different models used, 

final product focused to use-case
– JTIRA Y2KJTIRA Y2K – Test Prioritization, Date Rollover Risk vs. 

Mission Capability (navy systems)
– JTIRA EMI IATJTIRA EMI IAT – Test/Fix prioritization of RF system, EMI 

vulnerability vs. Mission Capability (navy systems)
– JTIRA M&S V&VJTIRA M&S V&V – Preprocessor to determine where M&S 

should be used to enhance test data, Network Capacity 
vs. Network Utilization by mission capability (PMW-158 
systems)

– JTIRA JCOBIAAJTIRA JCOBIAA – Preprocessor to determine where M&S 
should be used to enhance test data, Security, Timelines, 
TBD vs. mission capability (Joint systems)

NTIRA - Engineering Assessment tool for Risk and 
Affordability, Cost vs. Contribution to Mission 
Capability, Fit vs. Viability, AHP, and other 
assessments.



  

NTIRA PURPOSE

• Improve BAM Process Automation
– Supports N6, Fleet CINCs, IT Central 

Authority, N8, N7, 
– Supports assessments by relating 

resource  issues ($) and 
operational/tactical environment

– Assesses impacts to mission 
effectiveness when adding or removing 
capabilities



  

Core NTIRA Functionality

•   Provide Affordability Assessment through:
- Capability Gap Analysis
- Cost Modeling
- Parametric Interoperability/Performance Risk Modeling

• C2 Utilization and Capacity focus

•  Optimize Affordability Assessment 
through:

- Test Results Feedback and Model Refinement 
- Confidence Modeling
- Diagnostic Sensitivity Analysis (Regression, ROC, et. 

al.)

Analytical Capability to Model an Analytical Capability to Model an 
Integrated System using Diagnostic Integrated System using Diagnostic 

Attributes and Associations of Attributes and Associations of 
Architecture ElementsArchitecture Elements



  

CORE Services (1 0f 4)

• Analyze Affordability Tradeoffs
– Perform Affordability “What-Ifs?”
– Maximize return on investment subject to user 

defined objectives and budgetary restrictions
– Assign Cost factors to Levels of Capabilities
–  Parametric Affordability Modeling, Analytical 

Hierarchy Process (AHP), et. al. 

**This is a First Attempt at Relating Cost Metrics 
to System and Warfighting Capability



  

CORE Services (2 0f 4)

• Analyze Capability Tradeoffs 
– Perform Analytical Capability “What-Ifs?” via System 

Element Attributes and Known Equipment Strings 
– Perform Tradeoffs based on CED/MCP 
– Assesses impacts to mission effectiveness when 

adding or removing capabilities
• ‘Mission Manager’ to view Capability Impact from 

multiple perspectives (JV2010, IT-21, IWARS, JMA, 
DRM, OPSITS…)

**Fills a gap between Abstract and Physical 
Architecture



  

CORE Services (3 0f 4)

• Manage Risk and Uncertainty
– Identify ETE System Interoperability and Integration Risks

• Assess Interactions across Mission Areas
– Reduce Uncertainty of Assessments using Statistical 

Methods
• Discover System Indicators, Feedback Results, Refine 

Model
• Track Confidence in Assessments

– Discovery and Learning Routines “Remember” Previous 
Solutions, Enabling “Reuse” in new Architectures 

**Most Other Architecture Assessment Tools only Perform 
Gap Analysis



  

CORE Services (4 0f 4)

• Interactive Knowledge Discovery 
Environment

– Collaborative Data Environment for Import 
of Architecture Configuration, Technical, 
Capability, and Cost Data

– Interactive “User-friendly” GUI

– Learn from Previous Architecture Efforts 
and Re-use  



  

•Web Enabled Navy (WEN) application interface 
to facilitate enterprise knowledge capture and 
sharing

•3-tier architecture with rules to enforce data 
integrity   
•Data Interchange technology to unite disparate 
data sources

•Optimized learning with KM/KD concepts

•C4ISR Architecture Data Model (CADM) 
compliance for easy Integration with other DoD 
architecture efforts 

•Modular DII-COE compliant system architecture

•Easy-Step User Interface with on-line 
documentation and user guides

CORE TECHNICAL 
TENETS



Parametric Affordability Modeling
Systematic Assessment of System-Attribute-Mission Alternatives
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RESOURCE PLAN

Prototype Build 
Incremental Production Quality Builds 

NTIRA Build Plan Summary

Development Approach:  
Incremental, Requirements-Driven 
Design, Development, and Test

1. Database, Data Interchange 
and Data Entry Interface

2. Equipment String Definition

3. Architecture View Correlation 
Services

4. Risk Assessment Services

5. Affordability Services

Incremental Builds (Planned)

• Develop Early Prototype with On-Site 
Requirements Development

• Assign process / analyst to 
understand BAM process and N6 
Initiatives 

• (N) incremental builds with increased 
functionality



JMTIRA NicheNTIRA Vision
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NTIRA ARCHITECTURE

System 
Attributes 

DBs

BattleGroup
Config DBs Other DB’s

Server 
Hosted

Data 
TierCan Include: Jasmine, 

SQLServer, Oracle, non-
Relational Sources, 
others…

Common Access to Data Tier 
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Document
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User Interface/
Visualization
Applications

Workstation Hosted

Can Include: Browser Apps, 
Distributable Win32 and Java Apps, 
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Tier

NT, 
Unix, 
Linux
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SOAP/ROPE, others…

Architecture
DBs



  

Projected End-State

Provide N6M with the Tools to Determine:

• Optimal Procurement Plan(s) given Alternatives 
and Objectives

• Capability Impact for a given System Funding 
Decision

• Gaps and Overlaps in Architecture for a given 
Mission Capability

• Prioritized Systems, Interfaces in a given 
Architecture with trace-ability to Real Data



  

Back-up - NTIRA Interaction

DIAD
JMAAT

JCOBIAA
NETWARS

NSS



JMTIRA NicheInteraction with External Data Sources 

(Architecture Products, M&S, Testing, Other)
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JCOBIAA Integration

Architecture 
Development 
& Assessment 

Tools  
(JMAAT, DIAD, 

JCAPS)

Modeling 
& 

Simulation 
Tools  
(TBD)

Repository 
and KM for 

Architecture 
Products

Performance 
Modeling

Traditional 
Build (Model), 
Test, Fix, Test 
Methodology

Diagnostic 
Discovery 

Tools 
(JTIRA)

Architecture
Products / 
Attributes

Integrated,Risk 
Prioritized Systems, 

Functions & 
Activities

Test Results 
Feedback

Problems 
discovered too 
late in cycle  

incurring added 
Resources & 

Time 

Optimizati
on via 

Collaborati
on and 

Feedback
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More - Backups



  

Customer/Stakeholder 
Focus

• N6: BAM assessments of C4ISR/Combat 
Systems Afloat (IT21) and Ashore ETE 
capability, BW, etc.

• Fleet CINCs: Prioritize systems and installs
• IT Central Authority: BAM requirements and 

coordination
• N8: IWARs; assess architectures; assess 

Capability Evolution Documents (CEDs)
• N70: CED development and integration
• SPAWAR: Implementation



  

Notional Requirements (1 of 2)

• Relate resource issues ($)  to 
operational/tactical environment Afloat and 
Ashore (material and non-material)

• Assess Navy resources required to optimize ETE 
capability

• Support assessments based on 3 defined 
scenarios

• Assess impacts in terms of IT-21 ETE capability 
and IT-21 Implementation Plan

• Assess requirements for space based 
communications



  

Notional Requirements (2 of 2)

• Assess impact of sharing BW and horizontal 
netting with other Joint forces

• Assess overlap of RF spectrum footprints for 
fielded and planned systems

• Assess C4I and weapon system capabilities, 
functions and duplications

• Synchronize space segment with ship installs
• Establish MOEs to determine warfighting ROI 

and recurring capitalization costs



  

Side-by-Side 
Slides for Demo



  

NTIRA OODBMS
Transition Authoritative Fleet & BG Configuration 
from Y2K Relational Database to NTIRA OODBMS 

and Relate to Mission, Function, Attributes



  

NTIRA Mission Definition
Integration with Architecture Development and 

Assessment Tools (JMAAT, DIAD) can provide the Inputs 
Required to Perform Affordability Assessments



  

NTIRA Affordability
Workspace (Views and Processes) to Compare 

Interoperability/Performance Risk, Costs, Confidence 
and Capability Contribution over Time



  

NTIRA Equipment Strings

Equipment Strings are Defined Visually with Trace-
ability to NTIRA OODBMS



  

NTIRA Capability Analysis
Equipment Strings are Mapped to Fleet Capabilities 

via System Functions and Activities



  

Live Demo Flow 
(Practice Only)



  

Show STP: BF to Platform 
to System to Interface



  

Set Focus of 
Assessment to a  BF



  

Select JV2010 Capability 
Focus



  

Show Risk Assessment, 
how risk drops after 
testing because confidence 
increases, refer to Side-by-
Side slide… this is where 
the Affordability stuff will 
come in.

Select high risk systems 
for the selected BF and 
Mission.



  

Show Equipment 
Strings for high risk 
systems



  

Show how we 
trace information 
flow from RF to 
logical application



  

Show mapping of 
Equipment String 
to capability in E3 
Module



  

what capabilities are 
impacted by a given 
System (or String)



  

Show mapping of JV2010 
Capability to DIAD 
Operational IERs



  

Show organizational 
activities and see who 
was sending the 
information, for what 
purpose, and what other 
equipment may be used 
as a workaround?
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